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 Advised on data privacy and security risks involved with LVMH’s $3.2 billion acquisition 

of Belmond Ltd.  

 

 Advised large Fortune Global 500 company on its intra-company data sharing agreement 

with an Algeria JV, which included advising on issues involving employee health 

screenings and data security in the jurisdiction.  

 

 Advised on data monetization issues involved in a provider of water, hygiene and energy 

technologies’ proposed $150m acquisition of 100% of the shares of an education company 

specializing in the hospitality. 

 

 Prepared report for Tanzanian government on laws involving status offences, and legal 

identities relevant to street children in Tanzania.  

 

 Advise large online restaurant-reservation service company on ongoing privacy and 

security risks in various target markets, including Tunisia, Madagascar, Malawi, and 

Mauritius. 

 

 Assisted large multinational pharmaceutical company with implementation of processes 

regarding the collection and processing of workplace injury information in various 

jurisdictions across the globe, including South Africa.  

 

 Advised and lead negotiations regarding data processing or various service providers, 

including cloud storage, data analytics and monitoring.  

 

 Assisted large multi-national corporations with the development and implementation of 

their GDPR-compliance program, including one of the world’s largest defense contractors 

and trade group representing the world's largest software developers, through drafting of 

intra-group data sharing agreements and data governance policies.  

 

 Advised a large multinational investment bank and financial services corporation, and 

third largest bank, on its global implementation of its whistleblowing hotline across +100 

jurisdictions.  

 

 Advised a large financial services company, and he third largest bank in the US by total 

assets, in cross-border restrictions on the transfer of customer data to the US from +50 

jurisdictions.  

 

 Advised on data transfer issues involved with U.S. based multinational computer software 

technology corporation separating its imaging business from its other businesses in 



approx. 25 jurisdictions, and planned sell of imaging business to a third party buyer for a 

in the range between $500 – $600m.   

 

 Advised major U.S. defense contractor and industrial corporation on its implementation of 

privacy protection program, including cross-border privacy program and Brexit Strategy.  

 

 Advised global employment privacy policies, including specific notice and 

implementation obligation obligations in Algeria.  

 

 Drafted and prepared intra-company contract terms, commercial and privacy-specific, 

governing the services provided by its internal global security enforcement team on 

activities involving high-risk security system testing, such as penetration testing activities 

for Fortune Global 500 company offering consumer and professional electronics, gaming, 

entertainment and financial services.   

 

 Led cyber security incident investigations and responses for various Fortune 500 

Companies across various sectors, including manufacturing, healthcare and energy. 

 


