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Publisher’s Note

The Guide to Compliance is published by Global Investigations Review (GIR) – the 
online home for everyone who specialises in investigating and resolving suspected 
corporate wrongdoing. We tell our readers everything they need to know about all 
that matters in their chosen professional niche.

Thanks to GIR’s position at the heart of the investigations community, we 
sometimes become aware of gaps in the literature before others. The Guide to 
Compliance is a good example. For, although there has been significant growth 
in the availability of guidance on compliance worldwide – and in particular what 
amounts to a successful compliance programme (nobody makes a mistake on 
purpose but that does not mean we should not try harder to avoid making them) 
– to date, there has been no systematic guide to how exactly compliance fits into 
the enforcement equation. This book aims to solve that.

It combines a systematic tour d’horizon of the rules in place around the world 
with specific practical advice and a scan of the horizon in parts two and three. As 
such, it should swiftly earn a position in the front row of our readers’ libraries.

The guide is part of GIR’s steadily growing technical library. This began six 
years ago with the first appearance of the revered GIR Practitioner’s Guide to 
Global Investigations. The Practitioner’s Guide tracks the life cycle of any internal 
investigation, from discovery of a potential problem to its resolution, telling the 
reader what to do or think about at every stage. Since then, we have published 
a series of volumes that go into more detail than is possible in The Practitioner’s 
Guide about some of the specifics, including guides to sanctions and to monitor-
ships. I urge you to seek out all of them.

If you are a GIR subscriber, you will have received a copy already, 
gratis, as part of your subscription. If you are not, you can read an e-version at 
www.globalinvestigationsreview.com.
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Last, I would like to thank the editors of The Guide to Compliance for bringing 
us this idea and for shaping our vision, and the authors and my colleagues for the 
elan with which it has been brought to life.

We hope you find the book enjoyable and useful. And we 
welcome all suggestions on how to make it better. Please write to us at 
insight@globalinvestigationsreview.com.

David Samuels
Publisher, GIR
July 2022
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Introduction

Johanna Walsh, Alejandra Montenegro Almonte and Alison Pople QC1

We are delighted to publish the first edition of the GIR Guide to Compliance, 
which brings together compliance guidance and criminal enforcement trends 
relating to financial crimes and misconduct.

While laws prohibiting and punishing financial crimes and misconduct have 
long existed, during the past 20 years or so, governments have steadily increased 
efforts to enforce these laws and to prosecute those who violate them. In parallel 
with (and often embedded) in those enforcement efforts, many governments 
have issued compliance guidance and, in many instances, codified that guidance 
in regulatory or legal obligations. Compliance now lies firmly at the heart of 
prevention and enforcement of financial crimes and misconduct, and the devel-
opments in this area demonstrate a firm commitment from global legislators, 
policymakers and law enforcement to continue in this approach.

For instance, in June 2022, the United Kingdom published the Law 
Commission Options paper for reform to corporate criminal liability. Among the 
options under consideration is a new corporate criminal offence in the United 
Kingdom of ‘failure to prevent fraud by an associated person’. If accepted and 
brought onto the statute books in the United Kingdom, the consequences for 
corporate compliance programmes will be highly significant. In October 2021, 
US Deputy Attorney General Lisa Monaco issued a memorandum announcing 
‘initial revisions’ to the Department of Justice’s (DOJ) corporate criminal 
enforcement policies and announcing the creation of a Corporate Crime Advisory 
Group with the DOJ. The Group will have a ‘broad mandate’ to update the DOJ’s 

1	 Johanna Walsh is a partner at Mishcon de Reya LLP, Alejandra Montenegro Almonte is 
a member and vice chair of the international department at Miller & Chevalier Chartered 
and Alison Pople QC is a barrister at Cloth Fair Chambers.
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approach to ‘cooperation credit, corporate recidivism, and the factors bearing 
on the determination of whether a corporate case should be resolved through a 
deferred prosecution agreement (DPA), non-prosecution agreement (NPA), or 
plea agreement’, among other topics.

In the Asia-Pacific (APAC) region, a number of jurisdictions are moving 
into a compliance-based approach in relation to corporate bribery issues. In 
June 2020, Malaysia introduced corporate liability on a failure-to-prevent basis 
and the Malaysian Anti-Corruption Commission charged a company and its 
director under this new corporate liability regime for the first time in March 
2021. Elsewhere in the region, Australia is awaiting the enactment of a corporate 
offence of failure to prevent bribery by an associate, while Singapore is also 
reviewing its foreign bribery laws. 

The prominence of environmental, social and governance (ESG) issues in 
recent years exemplifies the global policy shift to a compliance-based approach 
to corporate good conduct. ESG topics are deeply interwoven into financial 
misconduct issues. Supply chain issues represent an obvious example, as they can 
be highly complex and often extremely difficult to navigate for a corporate.

The rapid increase in the use and evolution of cryptocurrency in the past 
decade has posed challenges for governments as they consider whether and how 
to regulate the use of digital assets. Although the United States has opted, at 
federal level, to rely on existing regulatory and compliance regimes, other jurisdic-
tions, such as Singapore and Switzerland, have recently introduced specific laws 
aimed at promoting themselves as ‘crypto-friendly’ environments.

For many global and multinational corporations, evaluating enforcement risk 
and navigating the patchwork of compliance expectations can be a challenge. 
Hence, the idea for this Guide to Compliance was born.

Overview of the Guide
This Guide undertakes to capture enforcement and compliance trends across the 
globe. Specifically, the Guide aims to:
•	 bring together an overview of the compliance regimes in respect of economic 

crime and misconduct in difference jurisdictions in terms of both require-
ments and enforcement;

•	 provide practical assistance to practitioners tackling the challenges created by 
multi-faceted and multi-jurisdictional global compliance issues; and

•	 provide insight and guidance on key emerging areas in respect of compliance 
in economic misconduct.

© Law Business Research 2022
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The challenge of summarising an entire body of enforcement and compliance 
trends is not a simple one. Each of the chapters included in this Guide seeks 
to summarise the trends that best capture the current state of enforcement and 
compliance in the relevant region or subject matter. We look forward to continuing 
to build on and deepen these summaries in future editions.

Part I: Global Compliance Requirements and Enforcement
•	 UK Compliance Requirements: The focus of this chapter is on those areas of 

criminal risk and regulatory risk arising from compliance failures. In terms of 
criminal risk, the authors consider bribery, tax evasion and money laundering 
and set out the relevant legislative framework together with the guidance 
issued by the authorities in respect of each. From a regulatory risk perspective, 
the authors expand on the approaches to compliance failures taken by the 
Financial Conduct Authority and the Gambling Commission.

•	 UK Compliance Enforcement: This chapter builds on the first chapter and sets 
out the main areas of enforcement activity in the United Kingdom, drawing 
on lessons that can be derived from previous enforcement outcomes together 
with statements of policy from the various UK enforcement agencies. As with 
the UK Compliance Requirements chapter, the authors divide the chapter 
between criminal enforcement and regulatory enforcement.

•	 US Compliance Requirements: This chapter discusses the four main sources 
of documents on compliance requirements issued by the DOJ. The chapter 
specifically sets forth the elements of an effective compliance programme and 
DOJ expectations with regard to each.

•	 US Compliance Enforcement: Building on the chapter on US Compliance 
Requirements, the authors explain how US authorities incorporate compliance 
factors into white-collar enforcement. They describe key considerations that 
companies should bear in mind when evaluating potential enforcement 
risks and when embarking on the reporting and settlement process with 
US authorities.

•	 Asia-Pacific Compliance Requirements: There are unique challenges in 
covering the APAC region from a compliance perspective owing to the diversity 
of government regimes, cultures and economies. The authors have risen to the 
challenge and provide a valuable overview covering issues in a thematic way in 
respect of key areas of risk such as bribery and money laundering.

© Law Business Research 2022
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•	 Asia-Pacific Compliance Enforcement: The authors cover enforcement prior-
ities, outcomes and trends by reference to key jurisdictions in the region –  
Australia, China, Hong Kong, Japan and Singapore – while also providing a 
commentary on emerging trends and key compliance issues for corporates in 
the APAC region.

•	 Latin America Compliance Requirements: During the past decade, 
compliance has increased in importance in Latin America. In this chapter, 
the authors provide an overview of the guiding compliance principles appli-
cable to the region and lay out best practices for designing, implementing and 
maintaining an effective corporate anti-corruption compliance programme 
that complies with such requirements and principles, helps companies avoid 
and identify misconduct, and mitigates liability where a violation occurs.

•	 Latin America Compliance Enforcement: Latin America as a region continues 
to evolve in its enforcement efforts with each individual country being at a 
different stage in that evolution. In this chapter, the authors focus on enforce-
ments trends in some of the more developed jurisdictions – Argentina, Brazil 
and Mexico.

Part II: Compliance Issues in Practice
•	 Navigating Global Compliance Issues: The authors provide guidance for 

in-house counsel and compliance teams in multinational businesses on how 
to navigate global compliance issues, taking into account particular risk 
vulnerabilities, including in different jurisdictions, sectors and emerging 
risks, together with how to put in place an effective compliance framework 
to mitigate these risks. The chapter includes a checklist for managing a crisis 
should one arise.

•	 Compliance Issues in Corporate Transactions: Identifying compliance risks 
in corporate transactions is essential not just to avoid the risk of a purchaser 
making a bad buy but also to avoid any risk of successor liability or future 
civil claims for historic or ongoing compliance issues. The authors identify 
the key compliance areas in due diligence and how to conduct an effective 
assessment of compliance policies and procedures or issues in third-party 
dealings. Finally, the authors consider how best to remediate any compliance 
issues identified in the course of the due diligence process.

•	 The Role of Audit and Monitoring in Compliance: Periodic risk-based audits 
and ongoing monitoring are emblematic of a maturing compliance programme. 
In this chapter, the authors discuss regulators’ expectations with respect to the 
role of audits and monitoring, the differences between the two exercises and 
the critical role of data and enterprise resource planning systems. Recognising 
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the inherent challenges in developing and implementing effective monitoring 
and auditing programmes, the authors provide practical guidance on how to 
action such programmes.

Part III: Emerging Compliance Fields
•	 Compliance Issues in Cryptocurrency: The advent of digital assets has 

presented a number of unique regulatory and compliance challenges. In 
this chapter, the authors provide overviews both of those challenges and the 
current regulatory landscape, primarily in the United States but also in a 
number of other jurisdictions where the regulatory landscape and compliance 
regimes are evolving to address those challenges.

•	 Compliance Issues in Environmental, Social and Governance Matters: The 
authors have focused on two fundamental areas of risk for corporates in the 
ESG arena: supply chain issues and specific reporting requirements. They 
also examine the emerging issue of voluntary reporting in respect of ESG 
matters and consider issues of practical importance, such as investigation and 
remediation.

•	 Understanding and Shaping Organisational Culture to Disrupt the Cycle of 
Misconduct: The importance of a company’s culture on the effectiveness of its 
compliance programme cannot be understated. This chapter considers how 
corporates can use behavioural science to enhance their compliance culture, 
introducing the concept of the ‘culture cycle’ and using examples to demon-
strate how deficient corporate culture can enable misconduct. The authors 
look at ways to measure and assess corporate culture and the changes that can 
be made to foster a stronger culture of ethics and compliance.

Our thanks
We are extremely grateful to our wonderful contributors. Their deep expertise 
and thoughtful insight are demonstrated and shared in the chapters that follow. 
It has been a great pleasure to work with them in bringing this project to fruition, 
and we will look forward to continuing to work with them in future editions of 
this GIR Guide. We also extend our thanks to Celia Marr, managing associate 
at Mishcon de Reya LLP, for her assistance with preparing chapter outlines.

Mahnaz Arta, Hannah Higgins and Georgia Goldberg, at Law Business 
Research, have honed to a fine art the skill of herding busy practitioners to make 
these GIR Guide publications possible and we are extremely grateful that they 
do so, and that they do it with such professionalism, patience and good humour.
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CHAPTER 10

Compliance Issues in Corporate 
Transactions

Georgie Farrant, Gareth Austin, Michelle Rae Heisner 
and Andrew Martin1

Introduction – why is compliance important?
Identifying and appropriately addressing risks associated with compliance issues 
in corporate transactions is key to ensuring that a prospective purchaser avoids a 
host of pitfalls. Unfortunately, it is sometimes the case in pre-transactional due 
diligence that compliance issues become a secondary concern. However, properly 
addressing compliance issues, although often difficult to do in practice, is key 
not only to ensuring that a prospective deal is viable but also to safeguarding a 
purchaser against a wide range of liability issues that can and frequently do arise. 

The question of why compliance issues are important in the context of 
corporate transactions can be answered by looking at the consequences of when 
companies get it wrong.

One immediate consequence of failing to identify compliance issues before 
completing a transaction is the fact that the purchaser has made a bad bargain. 
Depending on the level of misconduct, the acquired target may in fact be worthless. 
For example, if a target has relied on bribery to secure its key contracts, it is 
unlikely to be able to successfully compete for those contracts on a level footing 
with other competitors. Therefore, if after the acquisition the misconduct is iden-
tified and is stopped, the company may no longer be able to operate profitably, 

1	 Georgie Farrant and Michelle Rae Heisner are partners, Gareth Austin is a senior associate 
and Andrew Martin is a managing principal at Baker McKenzie. The authors wish to thank 
the following colleagues for their contributions to the chapter: Maria McMahon (senior 
knowledge lawyer) and Laura Bentham (lead knowledge lawyer).
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because without its unfair advantage, it cannot compete. In addition, the fines and 
legal costs that the target company may have to pay if its misconduct is identified 
can often materially affect the value of the company.

In addition to the ‘bad bargain’ risk, companies that acquire target entities 
tainted with compliance wrongdoings can, in certain circumstances, be liable for 
fines for offences that occurred prior to the acquisition. The concept of successor 
liability is something that is particularly relevant to companies subject to the 
US Foreign Corrupt Practices Act (FCPA) and there have been a number of cases 
under this law in which entities have been fined in relation to bribery offences 
that took place in foreign subsidiaries of a target.2 Although structuring a deal as 
an asset purchase rather than a stock or share purchase or merger may provide 
some level of risk mitigation by allowing compliance liabilities to be left behind 
with the seller, there are a number of factors that courts and government regu-
lators may weigh that may allow them to look through the transaction structure 
and nonetheless impose successor liability, including whether:
•	 there was an implied assumption of the target’s liabilities, such as by public 

disclosures, as to the transaction or by performance of contracts that were not 
actually assigned to the purchaser;

•	 there was a de facto merger of target and acquirer as a result of the asset purchase 
owing to continuity of ownership, continuity of management, personnel and 
business operations, dissolution of target soon after closing and purchaser’s 
assumption of ordinary course liabilities; and

•	 the transaction was entered into fraudulently to escape the obligations of 
creditors of the target.

Moreover, if the assets themselves are tainted (e.g., a key contract or concession 
was secured through misconduct), future operations may be at risk even if historic 
liabilities remain with the seller.

2	 For example: WPP plc agreed in September 2021 to pay US$19 million to resolve charges 
in relation to misconduct at recently acquired subsidiaries in high-risk markets, including 
India, where a WPP subsidiary continued to bribe Indian government officials in return for 
advertising contracts even though the misconduct had been brought to WPP’s attention 
via anonymous complaints; Cadbury Limited and Mondelez International, Inc agreed in 
January 2017 to pay US$13 million to settle charges of violations of the US Foreign Corrupt 
Practices Act arising from improper recording of payments made by Cadbury’s Indian 
subsidiary in the year that Mondelez acquired Cadbury; and Pfizer Inc and its subsidiary 
Wyeth LLC agreed in August 2012 to pay more than US$45 million to settle charges that 
Pfizer and Wyeth subsidiaries made improper payments to foreign officials both before and 
after Pfizer’s acquisition of Wyeth.
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In addition to successor liability issues, the purchaser may be liable for 
breaches that continue post-acquisition (whether for an asset or stock or share 
deal) and may even be liable in some jurisdictions (such as the United States, the 
United Kingdom and Australia) for offences in respect of the accurate keeping of 
books and records from the day the transaction completes.

There is also a risk of civil claims being brought in relation to historic or 
continuing compliance issues that have been inherited as part of a corporate 
transaction. There is an emerging trend in many jurisdictions for civil claims 
by shareholders or customers to follow criminal allegations or prosecutions of 
wrongdoing. In addition to potential claims from shareholders and customers, in 
some jurisdictions, notably the United Kingdom, courts have determined that it 
is possible for a competitor to bring a claim against another competitor who used 
bribery to secure a contract.3

Reputational harm is another key risk associated with failing to address 
compliance issues. That harm can manifest itself in a number of ways, from a 
reduction in a company’s share price to difficult conversations with current or 
prospective counterparties.

Although compliance risks in corporate transactions are important for all 
companies, the profile of a particular company may mean that the risks asso-
ciated with failing to properly undertake compliance due diligence are greater. For 
example, corporations that are either publicly listed or have dealings with public 
entities may find themselves in a difficult position when disclosing compliance 
issues they may have inherited from an acquisition, whether that disclosure is to 
the market or in response to tenders or pitches. Depending on the terms of the 
business’s key contracts, a company may also be required to disclose any prosecu-
tions, or investigations by government agencies, for compliance matters.

In addition to liability on behalf of the company, failing to address compliance 
issues can lead to personal liability for directors and officers of a company in the 
form of fines and, depending on the nature of the wrongdoing, imprisonment. 
In jurisdictions such as the United States, the United Kingdom and Australia, 
and indeed most common law-based jurisdictions, where directors owe fiduciary 
duties to the company and its shareholders, there is also the risk that if directors 
fail to take reasonable steps to prevent, investigate and respond to potential 
compliance issues, they are in breach of their directors’ duties, which may give rise 
to fines and disqualification orders.

3	 See Jalal Bezee Mejel Al-Gaood v. Innospec Ltd [2014] EWHC 3147.
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Although compliance issues can be make or break in terms of whether a 
transaction goes ahead, identifying them can be very difficult in practice. By their 
nature, the types of conduct that give rise to compliance issues are often those 
engaged in by wrongdoers who are eager to cover their tracks. This means that a 
surface-level due diligence exercise may not be effective in identifying misconduct.

Other limitations associated with carrying out effective compliance due dili-
gence include the often limited nature of the information disclosed by the target, 
time pressure, lack of resources and insufficient compliance expertise in the team 
managing the transaction.

An additional difficulty in considering the consequences of identified 
compliance issues is the application of various statutes relating to bribery and 
sanctions issues that have extraterritorial effect. For example, the UK  Bribery 
Act 2010 and the FCPA have extraterritorial operation and have the potential 
to give rise to unlimited fines, disgorgement of profit orders and, for individuals, 
imprisonment. US sanctions laws4 also have a wide jurisdictional reach, for 
example, when a transaction deals with goods, technology, software or materials 
that can qualify as being of US origin.

Offences under the UK Bribery Act, including the failure by a commercial 
organisation to prevent bribery,5 could be enforced in situations where inadequate 
diligence failed to identify current or continuing bribery and employees of the 
acquired company have continued to engage in the misconduct.

An understanding of these statutory frameworks is key in any assessment of 
whether an identified compliance issue represents something that can be remedied 
in parallel with the transaction going ahead or represents such a significant risk 
that the transaction must not continue. That understanding is also essential in 
considering the available options in circumstances where a significant compliance 
issue has not been identified prior to the transaction but surfaces once it has 
been completed.

To minimise exposure to legal, financial and reputational risks that may result 
from acquiring a target with significant compliance issues, purchasers should 
adopt a ‘good practice’ approach to compliance due diligence in their corporate 

4	 The Export Administration Regulations (15 C.F.R. §§ 730–80) apply to US-origin items as 
well as items made outside the United States that incorporate certain US-origin items. 
Additionally, sanctions issued by the US Treasury Department’s Office of Foreign Assets 
Control (such as sanctions currently in place in respect of Russia, Iran and Cuba) can apply 
to non-US subsidiaries of US companies, and to non-US companies who have subsidiaries 
or business activities in the United States or process transactions through US banks.

5	 UK Bribery Act 2010, Section 7.
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transactions. This approach will also help companies to be compliant with the 
provisions of anti-bribery legislation in the multiple jurisdictions in which they 
operate, including the UK Bribery Act and the FCPA, as well as other relevant 
financial crime legislation.

Key compliance areas in due diligence
Although the concept of compliance can have various meanings in different juris-
dictions, some of the key areas that comprise compliance due diligence are bribery 
and corruption, sanctions, fraud and money laundering.

Although each of these areas will be subject to specific laws in each juris-
diction, there are common themes in how best to identify conduct that may 
constitute one of these specific sub-categories of compliance.

Bribery and corruption
In most jurisdictions, bribery and corruption constitutes a criminal offence that can 
attract significant pecuniary penalties and imprisonment. Relevantly, purchasers 
may incur liability in respect of historical or ongoing bribery and corruption that 
can lead to fines and regulatory enforcement.

Generally, bribery is the offer, payment or provision of a benefit to someone to 
influence the performance of a person’s duty in an attempt to secure some undue 
advantage. Although the risk associated with bribery is higher where public offi-
cials are involved, private bribery (i.e.,  company to company) can also be the 
source of significant liability.

In undertaking any pre-transactional due diligence, there are a number of red 
flags that may indicate the presence of bribery within a prospective target:
•	 Historical misconduct: If there are any disclosures about a previous bribery issue 

either by way of regulatory enforcement action or issues raised internally from 
within the target’s compliance framework that is a clear red flag and an indi-
cator that further diligence would need to be carried out. Questions should 
be asked not only about historical cases or regulator action but also about any 
internal investigations or reports, such as whistleblowing reports.

•	 High-risk industry or jurisdiction: Certain jurisdictions and industries are 
considered to be high risk from a bribery and corruption perspective. The 
global Corruption Perceptions Index published by Transparency International 
is a useful tool in assessing the level of risk associated with corruption in any 
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particular jurisdiction.6 There may be a need for more extensive bribery due 
diligence if the target has any dealings in high-risk countries or in industries 
that carry higher risks, such as mining or construction.

•	 Ties with government officials: There is an increased bribery and corruption 
risk if the target has frequent dealings with government officials or has links 
with government agencies or state-owned entities. This includes not only 
interactions to obtain permits, licences or approvals but also interactions with 
potential government customers. If that is the case, a further review of those 
relationships and any agreements with public entities is essential in estab-
lishing whether there are any bribery risks. If the target has made any gifts 
to government officials, including non-monetary gifts such as travel or enter-
tainment, those gifts should be reviewed to determine whether they constitute 
violations of applicable anti-bribery legislation.

•	 Use of intermediaries or agents: A high proportion of bribery schemes involve 
an intermediary, and it is clear that the use of an intermediary does not absolve 
the bribe payer from liability. Asking questions about the use of intermedi-
aries (including joint venture partners), particularly in high-risk jurisdictions, 
is key to establishing potential risk.

•	 Excessive payments or commissions: Although excessive payments may be 
difficult to identify in the course of pre-transactional due diligence when 
looking at documents in the abstract, being on the lookout for unusually large 
or oddly timed payments is a key part of any effective bribery due diligence. 
For example, payments or commissions that differ disproportionately between 
jurisdictions for ostensibly the same service or product could be a red flag.

•	 Poor compliance programme: If the target does not have a satisfactory anti-bribery 
policy, compliance framework, or books or records policy, it may be indic-
ative of some larger bribery or corruption issues. This is particularly relevant 
to targets and purchasers who are subject to the UK Bribery Act 2010 (for 
example, those entities that are either incorporated in the United Kingdom or 
carry on a business or part of a business in any part of the United Kingdom), 
as the lack of an adequate compliance programme may preclude reliance on 
the adequate procedures defence in response to a charge of failing to prevent 
bribery. Other jurisdictions, such as Malaysia, have also followed suit with 

6	 See https://www.transparency.org/en/cpi/2021.
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similar legislation7 where there is a defence of adequate procedures. Training 
is particularly important and generally diligence requests should seek infor-
mation about training provided to employees and agents.

•	 Large cash transactions and vague invoices: Unitised or vague invoices for 
‘marketing fees’ or ‘consulting services’ can often be indicative of improper 
payments and would be a red flag for bribery, as would be evidence of large 
cash transactions.

If any bribery or corruption issue is identified in the course of pre-transactional 
due diligence, the next step is to undertake a deeper review of the conduct and, 
as much as possible, to understand the extent of the misconduct. This includes 
the identities of the persons involved, including whether the behaviour can be 
attributed to a rogue actor or whether that person has support or tacit approval 
from management, the amount of the bribes being paid, the frequency of any 
illegitimate payments, and the presence of any records (including doctored or 
falsified records).

Once the extent of the wrongdoing has been identified, then an assessment of 
available options can be considered, one of which may be to not proceed with the 
transaction. This is discussed below.

Sanctions
Sanctions issues are of particular importance if the target entity has business 
dealings across multiple jurisdictions or operates in high-risk industries, such as 
currency exchange platforms or payment processing companies. It is crucial that 
any sanctions risks are identified and addressed to avoid regulatory enforcement, 
fines and potentially frozen assets.

Sanction issues can be difficult to identify, not least because the various sanc-
tions regimes administered in key jurisdictions – such as the United Kingdom, 
the European Union and the United States – are subject to frequent change. 
Sanctions lists are continually evolving, with new sanctions being added and older 
ones being removed. It can be difficult to mitigate the risk when the regulatory 
goalposts are shifting continuously.

Another difficulty in identifying potential sanctions risks is that the various 
sanctions regimes often prohibit dealings with entities that have sanctioned 
‘ultimate beneficial owners’. An ultimate beneficial owner may be the natural 

7	 Section 17A of the Malaysian Anti-Corruption Commission Act, which came into effect on 
1 June 2020.
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person (or persons) who ultimately owns or controls an entity. It may also include 
those persons who exercise ultimate effective control over a legal person or 
arrangement. It is critical to identify any ultimate beneficial owner of a target 
company or entities with which the target company deals. For example, under the 
regulations of the US Office of Foreign Assets Control (OFAC), even if an entity 
is not listed on OFAC’s Sanction List, the same prohibitions apply if dealing 
with an entity of which 50 per cent or more is owned by an entity or person that 
is on the list.

Not only can proper due diligence minimise exposure to sanctions risks in 
commercial transactions, in some jurisdictions, such as Australia, a defence is 
available to breaches of sanctions regimes for companies that can prove they took 
reasonable precautions and exercised due diligence to avoid contravening the 
relevant law.

The strategy for sanctions compliance should ideally be a risk-based exercise 
built on screening of the target entity, its key counterparties and their ultimate 
beneficial owners. Screening should be done against the key sanctions, such as Her 
Majesty’s Treasury Sanctions List in the United Kingdom, the EU Consolidated 
List of Sanctions and the OFAC Sanctions List.

There is a range of third-party screening services that are commonly used by 
companies both in undertaking pre-transactional due diligence and as continuing 
monitoring practice to ensure compliance with the fluid sanctions regimes that 
are enforced worldwide. In addition to screening a target and its owners against 
sanctions lists, purchasers should confirm whether the target has any presence – 
through employees, offices, sales, joint ventures, investment or otherwise – in, or 
transactions with parties in, countries that are subject to UK, EU or US sanctions, 
and whether it has applied for and received any regulatory licences to trade with 
parties in sanctioned countries. Given the evolving nature of sanctions regimes, 
it is also important to verify that the target has a process in place to screen 
prospective new counterparties against sanctions lists.8

8	 For further detail on sanctions issues arising in corporate transactions, 
refer to the Global Investigations Review Guide to Sanctions, available at 
https://globalinvestigationsreview.com/guide/the-guide-sanctions/third-edition 
(last accessed 8 July 2022).
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Fraud
Fraud can involve a wide range of misconduct from embezzlement to doctoring 
books and records. Fraudulent conduct within a target entity greatly exacerbates 
the ‘bad bargain’ risk in the context of a corporate transaction and creates diffi-
culties in terms of carrying out effective due diligence as the information being 
supplied by the target can be of dubious authenticity.

In addition to the typical bribery and corruption red flags, the following may 
raise questions of potential fraudulent conduct:
•	 accounting irregularities – inconsistent accounts that do not reconcile or 

exhibit inexplicable fluctuations may be a sign that the target’s books are 
being manipulated;

•	 whistleblower complaints – where a company has implemented a whistle-
blower reporting mechanism, it can be very beneficial to dig deeper into the 
nature of those complaints and how they were handled; and

•	 results that are too good to be true – taking an analytical mind to reported 
performance, particularly armed with comparable performances in like busi-
nesses in the same industry, is crucial in identifying any fraudulent reporting 
of performance.

As fraudulent activity can be difficult to identify if the fraudsters have taken steps 
to cover their tracks, often the most effective way of confirming that there is no 
fraudulent activity taking place at a target is to undergo a more in-depth dili-
gence exercise that involves interviews with management and key compliance 
personnel. If there are indications of fraud, one option may be to engage expert 
forensic accountants to confirm whether the reported figures are accurate.

For more routine diligence exercises where no other compliance red flags 
have been identified, often the best way to feel assured that a target entity is not 
engaged in any fraud is to confirm that the target has implemented satisfactory 
compliance and monitoring procedures, including appropriate financial controls 
and auditing processes.

Money laundering
Generally, money laundering due diligence falls into two categories:
•	 target companies providing services that are regulated in the jurisdictions 

in which they operate under specific money laundering regimes requiring 
anti-money laundering programmes, including customer due diligence and 
reporting. Financial services entities are usually the most highly regulated, but 
companies in many other sectors (such as bullion, gambling and real estate) 
can also be subject to these regulations, depending on the jurisdiction. Due 
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diligence for these companies will require obtaining information to make sure 
that they are compliant with the regulations that specifically apply to their 
operations; and

•	 the remainder of companies that are likely to be subject to legislation in 
different jurisdictions making it an offence to deal in the proceeds of crime. 
Identifying risks for such target companies is primarily focused on under-
standing (1) how the company undertakes due diligence on those with which 
they engage contractually and (2) how likely it is that the company would be 
aware if it were dealing with an entity that could pass on tainted funds.

The optimal anti-money laundering programme for any company depends on the 
source and significance of its exposure to money laundering risk. Consequently, 
in evaluating a target’s anti-money laundering programme, purchasers should 
consider whether the geographical location of the target, as well as the nature 
of its business and customers, expose the target to particularly stringent money 
laundering regulations or increase the risk of a violation of applicable anti-money 
laundering laws and regulations. Cash transactions, as well as those that are not 
conducted face-to-face or involve cross-border transfers, create heightened risk of 
money laundering.

Effective assessment of compliance policies and procedures
A compliance due diligence exercise can comprise three stages:
•	 Pre-transaction due diligence: The extent to which this can be undertaken will 

vary between deals and the different levels of access to information provided. 
The key steps in this process are addressed below.

•	 Post-acquisition due diligence: In some circumstances, either because of the 
size of the transaction, the hostile nature of the transaction, concerns about 
disclosing the existence of the potential transaction to employees and thereby 
increasing the risk of news of the potential transaction being leaked or time 
pressure in getting the deal done, the pre-transactional diligence may have 
been relatively confined. Consequently, it will be necessary to undertake 
a post-acquisition due diligence. Although the option to remediate any 
compliance issues prior to completion, or to decide not to proceed with the 
transaction at all, is not available to a purchaser undertaking post-acquisition 
due diligence, there are benefits to the exercise, which should be relatively 
easier to undertake because the purchaser will have direct access to employees 
and documents that may assist in identifying compliance issues. The goal of 
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post-acquisition due diligence should be to confirm representations made by 
the target prior to completion, identify any suspected compliance risks and 
address them as quickly as possible.

•	 Ongoing monitoring and review: In all corporate transactions, it is good practice 
to implement monitoring procedures and mechanisms for ongoing reviews of 
policies and procedures. Often this occurs as part of a broader roll-out of 
policies and procedures of the purchaser group to the target following the 
purchaser’s acquisition.

Pre-transaction due diligence – the key steps
The following steps are key in undertaking an effective pre-transaction due dili-
gence exercise:
•	 compiling a detailed knowledge of the target’s market and competitors to 

assess any known compliance risk factors. This could include, for example, 
business dealings in a jurisdiction that has a low ranking on Transparency 
International’s global Corruption Perceptions Index;

•	 preliminary media and background checks on the target and key owners 
and management;

•	 a review of the target’s code of conduct and other compliance policies, 
including in relation to anti-bribery and anti-corruption, gifts and hospitality, 
political donations, lobbying, sanctions, anti-money laundering and whistle-
blowing. There are two aspects to this review. The first is to confirm that the key 
policies reflect good practice and adequately prohibit bribery and misconduct 
and address any specific risks the target may have as a result of its particular 
business activities or jurisdiction. The second is to confirm, to the extent 
possible, that the policies have actually been implemented within the target. 
Key to understanding whether compliance policies have been implemented is 
looking for evidence of a training programme being delivered to all employees 
and officers of the target. Another method for determining this is to speak to 
directors and senior managers directly (or through the use of questionnaires) 
to assess their knowledge of the policies and to get a feel for how seriously 
they take their obligations under those policies and whether any compliance 
issues have occurred in the past (and if so, what steps were taken to inves-
tigate and prevent recurrence). Speaking directly with directors and senior 
management of the target can provide important insights on the ‘tone from 
the top’ on compliance issues. Purchasers should also confirm whether the 
target has processes in place to ensure periodic review of compliance policies;
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•	 identifying the key counterparties and third parties with which the target 
engages. If the target deals with public sector entities or routinely engages 
third-party intermediaries, then further diligence should be undertaken 
in respect of those relationships. It should be confirmed that the services 
provided by the third-party intermediaries are legitimate and are not, for 
example, a cover for the payment of bribes;

•	 interviewing key compliance personnel. A robust discussion regarding known 
compliance risks and steps that have been taken to address those risks is a good 
indicator that the target takes its compliance obligations seriously. The lack of 
a dedicated compliance function may be an indicator that compliance is not a 
high priority. If there is a dedicated function, the reporting line of compliance 
managers (e.g.,  to the chief financial officer or the board of directors) and 
the percentage of their time devoted to compliance may be indicative of the 
importance that the target attaches to compliance;

•	 interviewing officers or employees of the target in key functions (such as 
financial controllers, internal auditors or sales directors). This assessment 
should be focused on whether the people with day-to-day responsibility 
for monitoring for compliance issues understand the risks and their role in 
preventing misconduct; and

•	 undertaking a detailed financial review of the target’s accounts to ensure there 
are no discrepancies that could indicate misconduct. Although this may not 
be required in every diligence exercise, if there are other red flags or the target 
operates in a particularly high-risk jurisdiction, then engaging expert forensic 
accountants to review the target’s books and records can be an effective 
method to identify compliance risks. It is also important to understand (as 
part of the review of accounts or otherwise) the target’s processes for approval 
and recording of transactions and asset dispositions, and consider whether 
those processes facilitate compliance with the target’s policies and the ‘books 
and records’ provisions of applicable anti-corruption laws.

A number of factors uncovered by the due diligence exercise may lead to a decision 
not to continue with the transaction. Although such a decision will be heavily 
dependent on the context and purposes of the deal, factors may include:
•	 past or present misconduct;
•	 historical or current regulatory investigations or prosecutions;
•	 disengaged management who do not take compliance issues seriously;
•	 a total lack of compliance policies and procedures, especially if the target 

operates in a high-risk jurisdiction or industry; and
•	 dependence on key persons who do not have a track record of propriety.
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If a prospective purchaser does decide to discontinue a transaction, it should 
consider whether it may be obliged to report to relevant authorities any evidence 
of misconduct that it identified.

In the pre-transaction due diligence process, the purchaser should be looking 
for evidence that the target has a strong culture of compliance and that its policies 
and procedures have been fully integrated from the top down.

The use (or lack of use) of a target’s whistleblowing policy can also be inform-
ative. A target that actively encourages whistleblowers to raise issues, and has a 
track record of adequately dealing with any reports of misconduct, may appear 
more favourable to a prospective purchaser than a target who reports no use of 
their whistleblowing policy and no known compliance issues.

Risks associated with third-party dealings
Third parties are often the source of regulatory enforcement for misconduct.

The risk from third-party dealings arises from the fact that the target (and 
especially a prospective purchaser) has little to no control over the actions of that 
third party, who may be acting as an agent or otherwise on behalf of the target. 
However, in certain circumstances, a third party engaging in wrongdoing may 
give rise to liability for the target. By way of example, third parties may be taking 
legitimate consultancy fees from the target and using them to pay bribes to local 
government officials to advance the target’s interest (unbeknown to the target). 
Alternatively, the target may be intentionally using third parties to pay bribes to 
government officials.

An acute risk of liability arises if a target entity has engaged third parties and 
intermediaries to interact with public officials in relation to licences or permits. In 
many jurisdictions this constitutes a significant bribery and corruption risk.

When conducting diligence exercises, prospective purchasers should confirm 
that a target:
•	 engages in a robust tendering or diligence process before contracting with 

(or renewing a contract with) any third party and that integrity and probity 
assessments of prospective counterparties form part of that process;

•	 requires third parties to adhere to all relevant anti-bribery, anti-money laun-
dering and sanctions laws;

•	 requires third parties to comply with a robust compliance framework (either 
their own compliance regime, which is of an adequate standard, or the target’s 
compliance policies); and

•	 has audit rights under any agreement with third parties acting on its behalf 
and is able to ensure compliance with any requirements set out under the 
relevant agreement or retainer between the target and the third party.
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Remediation of compliance issues
When a compliance issue is identified during the course of a due diligence exercise, 
a prospective purchaser is faced with a number of options in terms of remediating 
that issue, including the threshold question of whether to remediate it at all and 
instead to discontinue the transaction.

The answer to how best to address an identified compliance issue will depend 
on a range of factors, the key one being the potential liability associated with the 
misconduct. If the misconduct is so far-reaching as to render the deal valueless 
then a prudent purchaser would not attempt to remediate the issue and instead 
call off the deal. By way of example, this may occur when it is discovered that a 
key revenue-generating contract has been secured by way of improper payments 
to government officials.

However, more routine or minor compliance issues may be dealt with in 
parallel with completion of the transaction or post-completion.

A purchaser may be content to remediate minor issues, such as a sub-standard 
anti-bribery policy, following completion. This is typically done as part of a larger 
merger of a target into a purchaser’s business. For more moderate or immediate 
concerns, such as inconsistencies in the books and records, a purchaser may 
require the target to remediate the matter prior to the transaction completing, 
either as a pre-completion covenant or, if sufficiently material, then potentially as 
a condition precedent to completion such that the purchaser can walk away if the 
matter is not remediated to its satisfaction.

If misconduct was not identified during the due diligence prior to a transaction 
completing but is discovered post-completion, a question arises as to whether 
a purchaser should self-report the misconduct to the relevant authorities. The 
decision to self-report is often a complicated process and will necessarily depend 
on the particular circumstances of the matter as well as the regulatory framework 
in the particular jurisdiction. For example, the US Department of Justice has been 
active in encouraging companies to self-report breaches of the FCPA. Prosecutors 
in the United States may consider whether the company made a voluntary and 
timely disclosure and any remedial actions, including improving an existing 
compliance programme.9

9	 For example, see US Department of Justice, ‘Resource Guide to the U.S. Foreign Corrupt 
Practices Act’ (2nd ed), pp. 54–56. See also Chapter 3 of this Guide, ‘US Compliance 
Requirements’.
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In any event, remediation efforts should be meaningful and, if necessary, 
include personnel, operational and organisational changes that are needed to 
prevent the issue from arising in the future.

Representations and warranties and indemnities
One mechanism for mitigating the risks associated with past misconduct is to 
seek appropriate representations and warranties – and potentially indemnities – 
from the target. Representations and warranties are often drafted as broadly as 
possible to capture the widest possible range of past misconduct. However, the 
terms of any representations and warranties should also be drafted to account for 
any particular compliance issues or risks identified in the due diligence process 
and we increasingly see warranties focused just on anti-money laundering, anti-
bribery and corruption, and sanction issues. This can help focus management of a 
target on particular issues and thereby ensure that disclosure is truly fulsome and 
that the purchaser can make an informed decision.

The fact that the target is willing to make those representations and give 
those warranties may give a purchaser some comfort about their past behaviour. 
If information is disclosed by the seller (target) consequent to a request for repre-
sentations and warranties, the purchaser can consider seeking specific indemnities 
to cover the identified risks. However, it is important to note that in some juris-
dictions (such as the United Kingdom and Australia), for public policy reasons, an 
agreement for the seller to pay or otherwise indemnify for any fines or penalties 
for which the target or purchaser becomes liable will be unenforceable.

The purchaser will also need to consider other factors in relying solely on 
representations and warranties or seeking an indemnity, including the ability to 
enforce in countries where the seller has assets and the future creditworthiness 
of the seller if it brings a claim. In this respect, although the use of warranty 
and indemnity insurance is increasingly common in deals globally as a means to 
recover losses where there is a breach of warranty, or under certain indemnities, 
either instead of or to top up a claim against the seller, the insurance policies 
invariably exclude claims for bribery and corruption and other dishonest, criminal 
or fraudulent conduct, whether or not due diligence has identified an issue. For 
these reasons, although contractual protections can offer some comfort if the 
purchaser still wishes to proceed where there is higher risk, or issues have been 
identified, it may be worth considering either a reduction in the purchase price, 
particularly if the risk can be quantified, or some form of retention or holdback 
(perhaps through escrow-type arrangements) as ‘security’ for such claims.
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Jurisdictional issues
There is a range of jurisdictional issues that may arise in the course of identifying 
and assessing compliance risks in corporate transactions.

Primarily, an understanding of the different jurisdictions in which the target 
operates is crucial as particular compliance risks may arise in certain jurisdictions. 
For example, some jurisdictions may have a culture of gift giving that, although it 
may be common in practice, technically is in breach of local bribery and corruption 
laws, as well as other anti-bribery legislation with extraterritorial reach (e.g.,  the 
UK Bribery Act 2010 and the FCPA).

Additionally, multinational transactions can present challenges in terms of 
the due diligence team getting adequate access to information and employees of 
the target being based in different geographical regions. On larger transactions, an 
effective diligence exercise may involve teams based in the different jurisdictions 
in which the target operates undertaking joint compliance reviews.
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